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Abstract: Nowadays, Wireless Sensor Nerwork (WSN) is a modern technology
with & widc range of applications and greatly attractive benefits, for cxample,
self-governing, low expenditure on exceeution and data communication, long-term
function, and unsupervised access to the network. The Internet of Things (16T) is
an attractive, exciting paradigm. By applyving communication technologies in sen-
sors and supervising featurcs, WSNs have initiated communication between the
loT devices, Though loT offers access to the highest amount of information col-
lected through WSNs, it leads to privacy management problems. Hence, this
paper provides a Logistic Regression machine learning with the Elliptical Curve
Cryptography technique (LRECC) to establish a secure loT structure for prevent-
ing, detecting, and mitigating threats. This approach uses the Elliptical Curve
Cryptography (ECC) algorithm to generate and distribute security keys. ECC
algorithm is a light weight key: thus, it minimizes the routing overhead. Further-
more, the Logistic Regression machine leaming technique selects the transmitter
based on intelligent results. The main application of this approach is smart citics.
This approach provides continuing rcliable routing paths with small overheads. In
addition, route nodes cooperate with 1oT, and it handles the resources proficiently
and minimizes the 29.95% delay.
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1 Introduction

WSN is the leading technology necessary for the execution of the LoT structure. [oT’s operational ability
and energy established the network communication, cost-effectiveness, dependability, stability, and dynamic
function [!]. ToT is talented naturally from the intermet. The things associated with the internet differ
significantly in terms of charactenistics. loT is promising as a dynamic cyber-physical network that
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